TOP
HEALTHCARE
BREACHES

of 2014

The biggest 2014 health data breaches
listed on the federal tally so far demonstrate
that security incidents are stemming from a

variety of causes, from hacker attacks to
missteps by business associates.
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Information Compromised:

Names, addresses, birthdates, telephone numbers,
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Compromised information presents the
following potential risks to patients:
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Sources: HHS Office for Civil Rights, Community Health Systems, Texas Health and
Human Services Commission, Los Angeles County Departments of Health Services and

Public Health, Touchstone Medical Imaging, Redspin, Experian

To learn more about the top breaches and security
lessons organizations can learn, please visit:
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http://www.healthcareinfosecurity.com/china-hackers-suspected-in-health-breach-a-7204
http://www.healthcareinfosecurity.com/breach-reported-after-vendor-dispute-a-7605
http://www.healthcareinfosecurity.com/victim-tally-in-la-breach-doubles-a-6716
http://www.healthcareinfosecurity.com/unsecured-folder-leads-to-big-breach-a-7458
http://www.healthcareinfosecurity.com/biggest-health-data-breaches-in-2014-a-7705

