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Has your personal information been breached 

this year? There’s a fair chance if you:

76 million 
households, and

7 million
small businesses had names, 

addresses, phone numbers 

and e-mail addresses 

compromised.

395 locations
in the U.S. hit by POS malware 

that exposed payment card 

numbers and expiration dates.

56 million 
payment cards exposed

53 million
e-mail addresses taken

Banked with

Shopped at 

Ate at Dairy Queen

Were Treated at

Were Employed
by or Used the

4.5 million 
individuals’ personal information, 

including Social Security 

numbers, names and addresses, 

was taken.

Purchased goods on

Used the Snapchat Photo 
Messaging App

145 million 
users
were urged to change their 

passwords following the 

compromise of encrypted 

passwords and other 

personal information.

To learn more about data breach 
response, prevention and detection, 

visit www.databreachtoday.com.

4.6 million 
users
had their usernames 

and phone numbers 

taken.

2.9 million customers’ names, addresses, 

phone numbers, e-mail addresses compromised.

800,000 employees’ names, dates of birth, 

Social Security numbers, addresses, beginning  and 

end dates of employment and emergency contacts 

exposed.
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