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On 19th February hacker transferred 
2,080.66 ETH to 14 new addresses, 
while leaving 4,027 ETH remain 
sitting on the wallet (see Img. 3).

Img 3. Visualization of the ETH 
movement on 19.02

mailto:support@glprotocol.com
https://etherscan.io/address/0x140dea3b704d724ddff41597b35a10ce0189661f
https://drive.google.com/open?id=1ttq_YFJ15CtyU2UdvoUuzNHOOBFMQ1kR&usp=drive_copy
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Hacker Wallet 1 received a total of 601.34 ETH, which were instantly directed towards 
Across Protocol (see Img. 4). 

Img 4. Visualization of the ETH 
movement from Hacker 

Wallet 1 to Across Protocol

mailto:support@glprotocol.com
https://etherscan.io/address/0x93818d1d9ba12e0468c5fcce08b2248a35f69552
https://across.to/
https://drive.google.com/open?id=1aQ4a6psvkKb0v6O3yAbIwrQcElFSUu3U&usp=drive_copy


Hacker used this cross-chain bridge in order to transfer all wrapped ETH onto his address 
on Arbitrum Network, then exchanged them on Wintermute to USDT and sent to Bitget 
Wallet (see Img. 5).
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Img 5. Visualization of the WETH 
movement from Across Protocol to 

Hacker Wallet on ARB

https://arbiscan.io/address/0x93818d1d9ba12e0468c5fcce08b2248a35f69552
https://arbiscan.io/address/0xa8c1c98aaf99a5dfc907d61b892b2ad624901185b2aD624901185
https://arbiscan.io/address/0x11235534a66a33c366b84933d5202c841539d1c9
https://arbiscan.io/address/0x11235534a66a33c366b84933d5202c841539d1c9
mailto:support@glprotocol.com
https://drive.google.com/open?id=1X9BvaZRyYsHCqaHzIhv4eE6AzzOGUmyt&usp=drive_copy


Hacker Wallet 2 received a total 
of 167.84 ETH, which in turn 
were transferred to 6 other 
addresses.

Shortly after all ETH except for 
2.843 ETH remaining on wallet 
0x5c908b9721a5653c0dde2b80
d125c66ffee99da1 were 
transferred to eXch mixing 
service (see Img. 6).
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Img 6. Visualization of the ETH 
movement from Hacker Wallet 2 to eXch

https://etherscan.io/address/0xf635e9b41fa9b7e8312c8781c946be91f3f910e3
https://etherscan.io/address/0x5c908b9721a5653c0dde2b80d125c66ffee99da1
https://etherscan.io/address/0x5c908b9721a5653c0dde2b80d125c66ffee99da1
https://exch.cx/
mailto:support@glprotocol.com
https://drive.google.com/open?id=1m57Lysr8NtCnBSH6RzQa6_yopBOlSVcM&usp=drive_copy


Hacker Wallet 3 received 161.62 
ETH and same way directed 
them to 6 intermediary wallets 
and then to eXch, this time in 
full (see Img. 7).
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Img 7. Visualization of the ETH 
movement from Hacker Wallet 3 to eXch

https://etherscan.io/address/0x31810ca44b35a4ac818dc15c13a680114bcbe470
mailto:support@glprotocol.com
https://drive.google.com/open?id=1d7AjC2S_2CJHfr2GkJuDzMEFwy1fwUry&usp=drive_copy


Hacker Wallet 4 received 167.73 
ETH, and this time using only 5 
intermediary wallets, used the 
same eXch platform for money 
laundering (see Img. 8).
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Img 8. Visualization of the ETH 
movement from Hacker Wallet 4 to eXch

https://etherscan.io/address/0x2d7632e3abd920c8133e6eaf687a98cf2328ab72
mailto:support@glprotocol.com
https://drive.google.com/open?id=1dFsiM34Cld5VbtCnhM-t1uJ5ZFI0hR-i&usp=drive_copy


Hacker Wallet 5 received a total 
of 196.79 ETH, joined them with 
other funds on another address, 
swapped all to 629,591 USDC on 
OKX Web3 platform and sent to 
DLN Trade protocol for further 
laundering (see Img. 9).

These funds were bridged to 
hacker’s Solana address and 
eventually via a series of 
intermediate addresses to 
deBridge Finance.
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Img 9. Visualization of the ETH 
movement from Hacker Wallet 5 to eXch

https://etherscan.io/address/0x8d0ee4c0ad24bffcf7a3961534471b6ec8aded32
https://etherscan.io/address/0xe9d07476ee942a33a2b6f84f627738677bcd59f2
https://etherscan.io/tx/0x7e2cc6d1ca7c33a2864ad4df0d56d3b270b3101e6060d7029aa3232b787e817f
https://app.debridge.finance/order?orderId=0x4a15965a9b4a6ba3475f1676bdf07b37fde6c33503c38c5fc25132f2c486281c
https://solscan.io/account/DEqwZFRDYActYDhz4YEyGyP2kSjRxKDURpnWKVuTFxDJ
https://debridge.finance/
mailto:support@glprotocol.com
https://drive.google.com/open?id=1T0mZxKZDiFkfWiuMREZK-aV0cibx-xoh&usp=drive_copy


Hacker Wallet 6 received a total 
of 195.08 ETH and quickly sent all 
to Tornado Cash privacy protocol 
via two intermediate wallets (see 
Img. 10).

A small portion of ETH was 
aggregated on another wallet, 
where they remain unspent.
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Img 10. Visualization of the ETH 
movement from Hacker Wallet 6 to 

Tornado Cash

https://etherscan.io/address/0xc387a24a6ab910fb39ac3769f0aeee4fb2668e56
https://etherscan.io/address/0x5e39332b653b904fbac575ac38d1f5304dc7a191
mailto:support@glprotocol.com
https://drive.google.com/open?id=12-3k8A5uPBzmnIYPLcaXMZ3U51Nr71pL&usp=drive_copy


Hacker Wallet 7 received 166.54 ETH and via 6 intermediate wallets sent all funds to eXch. 
(see Img. 11).
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Img 11. Visualization of 
the ETH movement 

from Hacker Wallet 7 
to eXch

https://etherscan.io/address/0x00742ca94515c508904b3c5e760833fa247591f1
mailto:support@glprotocol.com
https://drive.google.com/open?id=1Vm-CMT8LMQWKKWRW8dMX_URKKG9jATJ1&usp=drive_copy


Hacker Wallet 8 received 89.36 ETH 
and Hacker Wallet 9 received 151.73 
ETH, 73.82 ETH of which they funneled 
via shared address to eXch, while 
102.77 ETH remain unspent on three 
other wallets.

A small portion of funds went to 
ChangeNOW wallet. (see Img. 12).
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Img 12. Visualization of the ETH movement 
from Hacker Wallet 8 and 9

https://etherscan.io/address/0x085ac355c6baefd0f439fe2c19bd5c946ce9d6d0
https://etherscan.io/address/0x539a2d44a96c60d63c38250a0bcfbb74b97bbb05
https://etherscan.io/address/0xd8fcb2147036b46ccffe7c92f73112a3e094773d
mailto:support@glprotocol.com
https://drive.google.com/open?id=1MJ2M4VK63N3bv6l7Uf7DVPIlwzJ0Pavf&usp=drive_copy


Hacker Wallet 10 received 214.26 ETH, which 
were all swapped to 60,716,757.51 SPX6900 
tokens and currently remain unspent on the 
same wallet (see Img. 13).
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Img 13. Visualization of the ETH 
movement from Hacker Wallet 7 

to eXch

https://etherscan.io/address/0xeb5674777cb0c1e01241e74caf7c74d6e46f9318
mailto:support@glprotocol.com
https://drive.google.com/open?id=1YTOdPcy8obuzZ9QF9gOnDPj4tQKcPlJc&usp=drive_copy


Hacker Wallet 11 received 108.5 ETH with the majority directed towards OKX Bridge and 
Mayan Finance, and were bridged to Solana address and same way as with Hacker Wallet 
5 via a series of intermediate addresses to deBridge Finance. The small portion was sent to 
CoinEx deposit (see Img. 14).
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Img 14. Visualization of the ETH movement from Hacker Wallet 11 to OKX Bridge and CoinEx

https://etherscan.io/address/0x6b0ec71960e0042ca08b3534fd580387b25c4e3b
https://solscan.io/account/8DMHFFx3eWWCSgPi7QJPNgu28goGS3z13tawRjhJTGLq
https://debridge.finance/
mailto:support@glprotocol.com
https://drive.google.com/open?id=1WGpJ1thEogdy6nu12ybFgxJJAVQmd7hW&usp=drive_copy


Hacker Wallet 12 received 53.77 ETH. 

32.41 ETH went to eXch, while 21.36 ETH went 
to THORchain (see Img. 15).

Bridged to Bitcoin, 0.6043 BTC were then sent 
to OKX deposit address.
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Img 15. Visualization of the ETH movement 
from Hacker Wallet 12 to THORchain and 

eXch

https://etherscan.io/address/0x100cedca7b8864db51c323fce8ff958499501608
https://www.blockchain.com/ru/explorer/addresses/btc/bc1qe997gqzmslhr93322vfcuqzj6varm8ddnmhcnp3fmfaqkl2tkenqnql70v
mailto:support@glprotocol.com
https://drive.google.com/open?id=1djHPVshdics2cZxrUpQrtl-nS68hixdd&usp=drive_copy


Hacker Wallet 13 received 26.8 ETH, which all went to eXch via one intermediate address 
(see Img. 16).
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Img 16. Visualization of the ETH movement from Hacker Wallet 13 to eXch

https://etherscan.io/address/0xa2c5c096fabc91238f718a66cf3ee216b08f11d0
mailto:support@glprotocol.com
https://drive.google.com/open?id=1IS_vKBgPyEV4mZnSsrfgaPDhHoA89bfm&usp=drive_copy


Hacker Wallet 14 received 445.43 
ETH, of which ~200 ETH went to 
eXch via 4 intermediate address, 
while the rest three wallets keep 
funds unspent (see Img. 16).
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Img 16. Visualization of the ETH movement from Hacker 
Wallet 14 to eXch

https://etherscan.io/address/0x8a9c2c05c7e583be45dc37d9c0b3be558ddfea48
mailto:support@glprotocol.com
https://drive.google.com/open?id=1IS_vKBgPyEV4mZnSsrfgaPDhHoA89bfm&usp=drive_copy


Tornado Cash counterparty report results for 2025
Since the beginning of 2025, Tornado Cash has received 34,020.8600 ETH or around $91,5M

Around 40% of those funds (13 608 ETH or around $36,6M)have come from hacks between 
Jan 1 and Feb 18 2025. 


